HOW TO SPOT A PHISHING E-MAIL

Fraudulent e-mails ‘phish’ for your personal information, hoping to steal your identity and compromise your Ball State e-mail account.
NEVER RESPOND TO A SUSPICIOUS E-MAIL.

From: Howell, D. F. [mailto:DFHOWELL@mopipi.ub.bw]
Sent: Thursday, June 25, 2013 8:13 AM
To: students@mail.com
Subject: URGENT: Your Mailbox Quota Mail size 97.9%

Dear BALL STATE STUDENT:

Quota mail size 97.9%

Admin/Staff/Student/Employee
Webmail Cleanup routine/upgrade... New mails are Blocked and Filter for safe plaese,
CLICK-TO-CLEAN-UP-NOW. This has become necessary to serve you better.
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CONFIDENTIALITY NOTICE: The information in this email may be confidential and/or privileged. This email is intended to be reviewed by only the individual or organization named above. If you are not the intended recipient or an authorized representative of the intended recipient, you are hereby notified that any review, dissemination or copying of this email and its attachments or the information contained herein is prohibited. If you have received this email in error, please immediately notify the sender by return email and deleted this email from your system.

Not sure if a message came from Information Technology? Contact the OISS at security@bsu.edu.